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- fbeen |ncluded rn the Report

FIFTY-SIXTH REPORT OF THE COMMITTEE ON PETITIONS
(SEVENTEENTH LOK SABHA)

INTRODUCTION

|, the Chairperson, Committee on Petitions, having been authorised by the
Committee to present on their behalf, this Fifty-Sixth Report (Seventeenth Lok Sabha) of the
Committee to the House on the Action Taken by the Government on the recommendations
made by the Commtttee on Petitions (Seventeenth Lok Sabha) in their Fortieth Report on
the representat;on of Shri Abhishek relating to increasing frauds in ATMs of Indian

Overseas Bank, Indian Bank, Union Bank of India and Canara Bank in Mumbai — Urgent -

et _:need fo re- draw effeotrve strategy for ATM transactions and other |mportant Issues related '; .
: “-‘therewrth PR : S e

2 The Committee consrderad and adopted the draft Frfty -Sixth Report at therr srttrng ;'
o 'he!d on 18 December 2023 S i

: 3 The observatlons/recommendatrons of the Commrttee on the above mat’rers have_':_:_.' '

%
N
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REPORT

ACTION TAKEN BY .THE GOVERNMENT ON THE RECOMMENDATIONS MADE BY
THE COMMITTEE ON PETITIONS (SEVENTEENTH LOK SABHA) IN THEIR FORTIETH
REPORT ON THE REPRESENTATION OF ~SHRI - ABHISHEK RELATING TO
INCREASING FRAUDS IN ATMs OF INDIAN OVERSEAS BANK, INDIAN BANK, UNION
BANK OF INDIA AND CANARA BANK IN MUMBAI — URGENT NEED TO RE-DRAW
EFFECTIVE STRATEGY FOR ATM TRANSACTIONS AND OTHER IMPORTANT ISSUES
RELATED THEREWITH a0 e S

. The Commlttee on Petrtrons (Seventeenth Lok Sabha) presented therr Fortleth'__ e

o -;‘Report to Lok Sabha on 13 December 2022 on the representataon of Shn Abhlshek relatmg s

o lncreasrng frauds i in ATMs of Indlan Overseas Bank, Indian Bank, Union Bank of India .
_ .__':and Canara. Bank in Mumbar - Urgent need to re-draw etfechve strategy for ATIVI S
o itransactrons and other rmportant rssues'--related:therewrth S e

The Commrttee had made certaln observatlons/recommendatrons in .the matter andf:_' »

Actlon Taken N.otes 'have‘-.i

4':'j_ tn paragraphs 13 and 14 of the Report on the aspect of electromc mode cf:"_.:"' A

transactron VIS a-vrs customers confrdence the Commlttee had observed/ recommended as

A tollows-.

“Srnce trme rmmemorral the Bankrng Industry has always been an. rndrspensable .

Institution that contrrbutes srgnrf jcantly. to the sustarnabrlrty and. marntehance ofa. -

countrys economy. The advent of technology, during the last 2-3 decades has
fundamentally - revolutronrzed the system of traditional bankrng and also. brought
perceptible changes in the banking landscape not only in the country but also in the
world. Today, bankrng is no Ionger confined to physrca!ly going to the bank branches
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S ce been: recenr_e g _'_from the Mrnrstry of Flnance'f"'_

i -;'_(Department of Financial Servrces) in respect of all the observations/ recommendations - -
f'_;contarned in: the aforesard Report The observat;ons/ recommendahons made by the_.'_-f_f
~ Committee ‘and the- rephes furnished thereto by the Mrmstry of Frnance (Department of: SRR
: Fmanmat Serwces) are detalted in the succeedlng paragraphs




: __:.;_:_:-'-_'_:_these fraudsters albert rnrtratrng various technologrcal—dnven methods have been Ll
" eroding at a fast pace. In this backdrop, the Commitiee rge: the Governmentand
-~ - the Banks: to initiate technology~drrven innovative measures fo redress these. rssuesi'l L
5o that the confidence of the customers while using ‘the electronic mode of
s ..:---‘_transactron is not eroded any. further In this regard; the Committee. would be gladfo -
- know the 'Action: Plan' of various" financial " institutions/banks for restoring the_:j_-:'rf S o
i :-__':_-.'-;confrdence of therr customers whrle usrng vanous electronrc mode of transactron

5. ":--_':-.The Mmsstry of Flnance (Department of Flnancral Ser\nces) in thetr actlon taken

as electronic banking system has grown signiﬁcantly and has also been increasing at -
a fast pace. Although, a variety of digital products and services, including internet
banking, NEFT, .RTGS, and also the ‘Mobile Bankrng, have entered the Indian

- banking - system -and - completely altered the - method of -effecting - fi nancral
- transactions, ATM, banking, as one of the frrst e-bankrng tools, continues to be one of
- the most popular modes. in the. country. Automated Teller Machine or ATM is the - -
_most accessible and notable banking product which is the. outcome of innovation in
- the information and communrcatron technology Use of ATMs not only assrsted_-_
banks in extendrng their banking services, if also provrded convenience and ease.fo .
 the customers. Initially, the ATMs were introduced fo provide cash to the customers
o hut subsequently, with the teohnologrcal developments its services: have been . - -
- extended to include cash wrthdrawals funds transfers from one account to the other'-_-'.} |
j_f.}jand also makrng onlrne payments S ol G

The Commrttee note that as the landscape of lndran Bankrng system has undergone | R

oa noticeable. change during the past few years, it has: been transformed fo' digital

o _-.'_mode of transactron With the increased use of ATM on one hand, the ATM/onlrne e
. frauds, on the other hand have also witnessed a surge at an unprecedented level
o --Today, the Bank Frauds, in general and ATM frauds rn partrcular have'become'-__-.{i:' THERRS

reply, have submttted as fottows- IR

s 'f“A number of steps have been taken to enhance securrty of drgrtal payment:':_:. -
transactions, including those .of card transactions, online transactions efc., and to
'reduce onlrne bankrng frauds whrch rnclude rnter alra the followrng -

B (r) 2 enablrng all ATMs for proeessrng EMV chrp and PIN oards
(i) mandating PIN entry for all ATM transactions; = =

< (iii) - conversion of magnetic strrp card-to EMV chip and PIN cards SRR
~(iv) - restricting international usage by defaulf and enablement of the same only

" after specific mandate from the customer
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(v)  certification of merchant terminals;

(vi}  Capping the value/mode of transactions/beneficiaries;

(vii}  mandating enablement of onfine alerts for all transactrons
~(viii) settrng daily limits; and :

(ix)  issuing alerts upon addition of beneficiaries.

- “Further; to help -customers. recover losses sustained on account of fraudulent
transactions, Reserve. Bank of India (RBI) has issued. instructions on fimiting the
S lrabrhty of customers in cases, of unauthonzed electronro banking transactrons and,
. the burden of provrng customer: Irabrllty in case of an unauthonzed electronrc bankmg

":.;'{f_fi._3:__:_transactron has now been mrgrated on to the bank _ ;fi: i

:':'5-;:Also banks are requrred to set up rnternal control systems to combat frauds and-_ o
o _.:__.'-_.'1'.'__actrvely partrcrpate in fraud preventron cornmrttees/ task forces whrch formulate laws e
R gto prevent frauds and take proactrve fraud control and enforcement measures G

arryrng out electronrc bankrng transactrons and banks must put rn plac

_-'electronrc bankrng transaotrons carned out b y customers

S : _'f}lrabrlrtres resultmg from unauthonzed transactrons

o (lV) ;‘--'-”_:iaPProprrate'measures._- o;fmrtrgate the nsks and protect themselves &

L --agamst the lrabrlrtres arrsrng therefrom and

] RN fa system of contrnually and repeatedly advrsrng customers on how fo

_'_-'_protect themselves from electronrc bankmg and payments related _

' '.-"'i--fraud

As per rnputs recerved from publrc sector banks (PSBs) they are followrng all the
aforesaid RBI guidelines, and they have a Board-approved policy on payment for
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':'.:.:_'ZF_ur_ther as: per RBl gurdelrnes on ‘Customer Protectron = errtrng Lrabrlrty of b . ;:
.- . Customers in . Unauthorized Electronrc Bankrng Transactrons ‘banks ‘have been
ey _fi_'rnstructed fo desrgn systems and proceduras fo. make customers feel safe about._- e

f.appropnate systems and procedures to ensure safety and securrty of i

:robust and _dynamrc_ fraud detectron and preventron mechanrsm o _' i

' --'ri“.fmechanrsm' for assessment-‘ of the nsks and.; measurement of the"__ T




losses sustained by the customers on account of unauthorized electronic hanking
transactions, fraudulent transactions including ATM transactrons

6. In paragraphs 15 and 16 of the Report, on the methods to outsmart the fraudsters
the Committee had observedlrecommended as totlows - : :

-“The Committee, during .the course of examrnatron of the. representation, note that
-';_most of the banking operations are becomrng digital and the physrcal form(s) of
- {ransactions getting substituted by the electronic. mode at a fast pace, the fraudsters -

-::--fhave also gradually attained axperhse in outsmartmg the electronic surveillance and |

- technology-dnven fireballs of the Banks for duping the customers It is an undeniable - -
* fact that the Committee have also acknowledge that :on every . smgle day, new -

o | __mo eposrted in the Banks

i __f'_.:--methods_are berng developed by the fraudsters to oheat/dupe the customers of therr T -

'ln this chronology, the Commrttee note that the rncrdence of ATM clonrng, o
- decrphenng of PIN and passwords phrshrng, skrmmmg and cajolmg the customers fo G
~reveal their account-related information to the fraudsters, purely with an impression
. that the customers have been making conversation to some bankmg official and -~~~
" thereafter siphoning off their deposits, have become an perennral feature, throughout =~
= the country. Although, with the rapid and continuous dissemination of informationby
. almost all the financial institutions, - including Banks, thereby, cautioning their .
- “customers of the raprd ingenious techniques being adopted by these fraudstersand =~ =
. also the fact that the majority of ‘customers have also. transformed themselves to;'-'[ T
i "remam extra vrgrlant and do not get tempted by these fraudsters, the Committee "+
" could gauge that these fraudsters, in majority of incidents, outsmart not only the =~
-+ mechanism of dissemination of information devised by the Banks but also the. newly
- aftained. vrgrlant atitude of the customers.asa. result of which, the ATM and other
" online transactron related frauds have not.shown sign of recedrng inthe country The ...
. Committee, -therefore, impress upon Govemment/Banks fo be proachve in their =

approach to outsmart the. hackers/fraudsters and also-fo keep on updating their
- electronic anti-skimming devices/fireballs on a regular basis. In this endeavor, the -
‘Management of the Banks should also. attempt to create interinking of their
. electronic paraphernalra 50 that the nefanous activities of defrauding the customers
by these fraudsters could be brought down to a maximum. possible extent. The
Committee would like to be apprised of the action taken by the Ministry, on this

~: count, within three months of the presentation.of Report fo the House.” ..
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7. . The Ministry of Finance (Department of Financial Services), in their action taken
repty, have submit ted as fot[ows:-

““RBI has issued rnstructrons on Cyber Securrty Framework in Banks and have

" mandated -Scheduled Comrneroral Banks (SCBs) to report all unusual cyber
incidents to RBI within two to six hours of occurrence of such incidents. These
“incidents are analysed for the pattern of attack and the vulnerabifities exploited, and
where needed, advisories/alerts are. issued fo-the banks so as to avoid repeat

. attacks/exploitation of the same vulnerabrlrtres Further, the rnordents are -also
. analysed from the pomt of view of sophrstrcatron of atfack as. well as the systemro
S _'rmpaot and-are oategorrzed under critical, high, medium and tow categones RBI
~ also reviews the cyber seounty developments and threats on an ongoing basis and

nter alra rnclude: the fo!lewmg .

“necessary measures are faken fo. strengthen the cyber resilience of banks,
Comprehensrve steps taken in order to_strengthe 'seounty of drgrtat transactrons [IE

e (r) A comprehensrve crrcu!ar on Cyber Secunty Framework in Banks was rssued .

Usrness and acceptable ;-:I__

: .Gurdelmes on Cyber Secunty Controls for: thrrd party A__TM S_w_rtch App!rcatron o
='-'-Servrce Provrders (ASPs) have been rssued iby-RBI on 31.12 32019'- -

- by RBIon 2.6.2016, wherein_banks were advised fo put in place a board-._-- |
-;:'_approved oyber-seourrty polrcy elucrdatrng the strategy contarnmg an-o
pproprrate approach to oombat_foyber threats grven the’level of complexrty of_.' S

i (!n) o Master Drreotrons on Drgrtal Payment.“Securrty Controls;have !been rssued by.. .-
- “RBI'on 1822021, wherein banks have been advised fo puf in place. -
L ':;'_.neoessary controls. fo proteet the confi dentralrty and mtegrrty of customer_-.

e data and processes assocrated wrth the drgrtal product/serwces offered

(i) E”“';:-A Natronal Cyber Crrme Reportmg Portai has been launohed by the Mrnrstry

o of Home Affarrs o enable publro to- report rnordents pertarnmg fo al[ types of
o oyberorrmes ‘and ‘a tollfree number has also been operatronalrsed to get
| assrstanoe in Iodgrng on!me oomplamts .

) '-For rmmedrate reportmg of fmanoral frauds and to stop srphonrng-off of funds
by the fraudsters, Financial Cyber Fraud Reportmg and Management System
SR '__'_fmodule has been made operatronat by the Indian Cyber Crrme Coordrnatron

B _Centre (I4C) Workrng under the Mrnrstry ot Home Atfarrs
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(v - The Indian Computer Emergency Response Team (CERT-IN) under the

" Ministry of Electronics and Information Technology issues alers and

advisories regarding latest cyber threafs and countermeasures on regular

o _basrs fo. ensure safe. usage of digital.technologies, and is working in

. coordination with -service providers, regulators and Law. Enforcement

~.....Agencies . {LEAs) to track and drsable phrshrng websrtes and Tacilitate
: :_::nvestrgatron offraudulent actrvrtres RN A )

| (vrr) .M_rnrstry of Electronrcs & tntormahon Technology (MertY) in consultatron wrth __
. Department of Financial Services (DFS), RBI, National: Critical Information

Infrastructure. - Protectron Centre(NCIIPC) and regulated entrtres ‘have - o
. Identified and. notifi ed cen‘arn systems/ products/ services in respect of RBI, TR
_..-_-Natronal Payment Corporatron of. Indra (NPCI) SBI HDFC Bank ICICI Bank S

G Bank and Axrs Bank as Crrtrcal Information Infrastructure (CII) to reduce the-'f_:: o

i vulnerabrhtres to various cyber fhf eats a”d aftacks.

_-.penodrc oredrt rnformatron rncludrng rnformatron on .

G frauds rn respect of borrowers having exposures of 5 crore or above fo RBI's i

L '_':"'Central Repository of information on Large Credits (CRILC) for supervisory purposes - e

. and is disseminated among ‘RBI's: regulated entities to help them in. taking. credit-

_-_}'_'_-j_._-.;-'__.ldecrsrens Also :Credrte* 'Informatron Companres have ‘been. advised by RBI- fo

“;-.___}drssemmate the rnformatron received by them. perta:nrng fo. surt filed accounts of S
o willful defaulters on their: respectrve websrtes fo marntarn the transparency and e

e publrc awareness about such defaulters

5. Besrdes that _a

”-'_entral Fraud Regrstfy ( CFR) a Web-based and searchablef--. o

“ _'_fdatabase has been'made avarlable by RBI, for which banks have been given. access: |
* through. user-ids and password Banks ‘have been advrsed to make full use ofthe -

. CFR for trmely rdentrf cation, control, reportrng and mrtrgatron of fraud risk, and also -
e to put in place proper systems and procedure to.ensure that the rnformatron avarlable. :
_in.CFR-is made use as-a. pan.‘ of the credrt nsk governance and fraud risk

'management ' Gy SRR '

n addrtron several other rnrtratrves have also been taken to spread awareness on
. preventron of cybercnmes These rnrtratrves include, drssemrnatron of messages on
" cybercrime through shorf message service (SMS) radio campaigns, publicity on

prevention of cybercrrme and cyber safety trps through oft" cial social med:a accounts,
conducting of electronrc-bankrng awareness and training (e-BAAT) programmes by
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RBI, etc. Further, a half-day conference on "FINSCY" (Financial Services Cyber
Security) was organrzed by DFS on 18.01.2023 to assess cyber security measures
currently putting in place in the financial sector and readiness of the sector to any
future cyber threats. Various organizations such as 14C, CERT-In, NCIIPC, RBI,
“IRDAI, PFRDA, SBI, LIC, HDFC Bank and ICICI Bank had made presentat:ons
”regardmg cyber securrty framework in therr respectrve orgamzat:ons m the said
*event co -
: }'“_As per RBI data on frauds repon‘ed by SCBs under the category "Card/lnternet .

- ATM/Debit Cards", the amount involved in such frauds, based on the year of
- oceurrence, has declined from Rs.116 crore in the financial year 2019-20 toRs.76

- ‘crorein the financial yoar 2020-21 (Yo -Y decline of 34 5/) andto Rs.68 crore inthe o

) 3‘9.1.-:"': -'3.":"'3The Mm;stry of Flnance (Department of Fmanmal Ser\noes) |n the[r act:on taken . ik '.

reply, have submttted as fol[ows -

“In regard to t" Img of comp!amts ft is submrtted that complamt pen.‘ammg to all types -
__ -_‘.of cybercnmes mcludmg, bankmg frauds, unauthorized card transactions, online
. transactions efc, can be lodged on the National Cyber Crime Repon‘mg Portal, which
. are routed automatically to state/UT law enforcement agency for further action. Also,
" atollfree ‘number. ‘1930’ has  been operattonalrsed for lodging online cyber -
.__complamts moludmg in. respect of frauds pertaining fo bankrng transactions. Citizen
- Financial Cyber Fraud Reportmg and Management System was launched by on-
:boardmg all the states/UTs for quick repon‘mg of financial cyber frauds and to -
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i_::the_ Mm:stry, the Commrttee have gauged that some Banks requrre customers to t" Jo. o
_ omptamt with the Law Enforcement Agencies, while other Banks file: complamt B
and 'also Co- ordmate wrth the Law Enforcement agencres m Somecases.
;.fThere rs-also no uniformity. amongst the Banks operating at various regions of the ~ -
country in dealing with the cases of fraud either involving a small amount ora
. substantial amount of more than one lakh rupees. Besides, there is also no. -~ - .
" uniformity relating to the level ofAuthonty in the Banks that Would be dealmg wrth the RS
S f'__cases ofATM and/or onlmetrauds SO L . : EIRHR NI




~ prevent flow of funds, siphoned off by fraudsters in the leas possible time.

Further, RBI vide its circular dated 12 11. 2021 has integrated .ifs exrstrng three '

- Ombudsman schemes info ‘Onie Nation One Ombudsman’ -approach, making the
- __Ombudsman mechanism jurrsdrotron neutrat fo provrde cost-free - redressal of
“customer complarnts involving ‘deficiency in services’ including the unauthorized
electronic fund transfer rendered by entities regulated by RBI, The complarnts under

the Scheme made online are registered on RBI’s Complaint Management System

- portal, and a Centralized Receipt -and Processing Centre has been. set up at RBI,
-:fff..'Chandrgarh for recerpt and rnrtrat processmg of physrcat and emarl complarnts in any
._:':_:_'.___-;_:-flanguage - RESE TR _ A R

T help customers recover loss sustarned on account of fraudulent transactrons RBI

" has issued instructions on limiting the trabrlrty of customers in cases of unauthorized =~ -~
S ;:_f:--electronrc bankrng transactions. In case where the. defrcrency fies: nerther with: the._’-'__‘_ S

~bank nor with the customer, but elsewhere in the system, the liabilly of a customeris
i -.ﬁ_'--*_"’_zero if she or he informs the. bank regardrng an unauthorized electronic transactron}} S

wrthrn three working days of receiving - information in respect of the transaction from

Liabiltty- of the customer ranges from Rs. 5,000 fo Rs, 25, ooo
working: days ‘and i reported beyon d 7 working

' rf reported It o - -
shall e

o -;::..jf?-'determrned as per the bank’s Board approved. potrcy 'Fudher in cases where the - :-"f:-i :
e loss is: dus to neglrgence by a customer, any loss occurring. after the- repon‘mg ofthe .

unauthorized transaction shall-be borrie by the bank. Banks have also been advised.
by RBI o ensure that any complarnt is resolved and !rabrlrty of the customer, rt' any, s

" - established within a maximum period of 90 days. Also, the burden of proving
- customer liability-in case of an unauthorrzed electronrc bankrng transactron has now_-. SR

E 'been mrgrated on to the bank R

'1'0“ In. paragraph 18 of the Report the Commlttee had observed/recommended as :

follows-- e

.- “The Comrnrttee also note that whenever any . customer is duped by these _
" fraudsters, the first and foremost requrrement relates to rnformrng the ‘Helpline'
o ‘-servrces of the Bank where the customer is having his account However since there

- “are oceasions when customer uses ATM of a different Bank or make use of different

_' online payment platforms after being defrauded by the scamsters, they often get
'_.perplexed as to which Bank -needs fo be contacted ‘on_immediate basis. The
: ':_Commrttee are therefore of consrdered vrew that for ﬁlrng of fraud—retated

this regard ‘the Commrttee after consrderrng ‘that there is a unrﬂed system of
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registering online complaints with the Police, Fire Department and Ambulance
Services which is hassle free, impress upon all the Banks fo develop an integrated
system of filing fraud-related complaints, both ATM-related and online frauds which
would be operative throughout the country. With a view to developing an integrated
' 'system of filing fraud-related complarnts the Ministry should also consult the Ministry
of Telecommunications for allotment of an easy- recognrzable telephone number
~similar to that of Police, Fire. Department, Ambulance Services, etc. The Committee
) “would like to be apprised of the action taken by the Mmrsh]/ on thrs count wrthrn three
months of the presentatron of this Report to the House S

11, "::The Mlnlstry of Flnance (Department of Fmanctal Ser\nces) |nthe|ract|ontaken -
_ repty, havesubmltted as follows—- | " S

- Government has Iaunehed the Natronal Cyber Cnme Reportrng Portal to enabl

G - public to report incidents pertaining to all types'---ot ‘cybercrimes, including banking

b : . frauds, unauthonsed ‘card. transactions, online t _
1930’ has also been -operatronalrsed for lodging online: cyber complaints, rncludrng in. -

sactions efc. A toll-free number i

: : respect of frauds pe}tarnrng fo bankrng transactrons Citizen Financial Cyber Fraud . - . -;f' _
" "Reporting and Management System module has _bee_n_ launched for rmme_d:ate A

.f f_-'reporhng of f’ nancrat frauds and to stop s!phomn ' off fi by the fraudsters .

- 12tn paragraph '19 o the Report on he aspect'ot sett_lng up of an ‘Al 'tnd|a Agency for_:_} L

mvestlgation of bank-related frauds the Comm[ttee*-'had observed/recommended as

toltows S

BEs "“The Commrttee whrle examrnatron the representatron note that dunng the last few ERE

- years, ATM, onlrne and other bank-related frauds: have. attained.a new dimension, -

-~ which are now being committed by fraudsters from a remote location, ie., mostof

. the time, beyond the geographreat boundarres of a State/Union- Terrrtory Due fothis
e peeutrar character.of the crime, whenever any Tfraud takes place, the- Bank(s) and_ :

| ~ the lnvestrgatron Agencies have serfous jurrsdrctronal problem due to which the  pace

- of rnvestrgahon often gets retarded. It is also a Well—recogmzed fact that the 'time H

.- factor'is the most rmportant determrnrng element in stopping the transfer of funds to
- the fraudsters as well as: nabbing the culpnts by the lnvestrgatron Agenores in this
. regard, the - Committee ‘have also experienced- that due to lack of any unified
- apparalus, on the one hand, it becomes difficult to fecover the ‘money from the
.. fraudsters and on.the other hand, it takes a Iong trme even years, fo.nab such
- -culprits-and -brought. them to justroe Keeprng in view: thrs functional problem, the

Commrttee strongly recommend the Ministry.. of -Finance. (Department -of ‘Financial
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Services) fo constitute an *Expert Committee’, consisting some of their senior officers
along with the officers of Banks, senior officials of the Ministry of Home Affairs and
- the Ministry of Law to explore the feasibility of creation of an ‘All India Authority' for
- deallng with all bank-related online frauds. The said 'Expert Committee’ should be
- given the ‘mandate to work out various legal requrrements admrnrstratrve setup,
- '_delrneatlon of jurisdiction, efc., so that they are able to give their report to the
- Government within a specrt" fed trme The Committee would like to be apprised of the
. action taken by the Mmrstry on thrs count wrthrn three months of the presentatlon of
_th:sRepon‘tothechse L SRR TR BRI

13, "-'-__:.The Mlmstry of Finance (Department of Flnanmal Ser\nces) m thelr act!on taken ;
reply, have submltted as fotlows - . S .

o “Mrnrstry of Home Affarrs (MHA) has appnsed that it had constltuted in. December; R

§ '_f-ﬁ_'all facets of cybercrime. The Expert Group submrtted its repon‘ in September 201 5 g

- _f"_._ ) :____-'_EI'Lack of centralrzed onlrne reportlng mechanrsrn . i |
L --.(il)_i-*_'f;rlnadequate infrastructure for cybercnme monltonng'and rnvest:gatron
(i), -+ Lack of skilled cyber professionals. -

iy - Lackof oitizen awareness.’ 3
(vi)  Legal and jurisdiction related rssues s TR :
i) Lack of standard operatrng procedure for cybercnme mvestlgatlon

e '-’._Lack of clear—cut_roadmap"tor tacklrng cybercnme i

ﬁThe Expert Group 'also' made specrf c recommendat:cns to combat cybercnme rn the -
" country and recommended creation of Indian Cyber Crime Coordmatron Centre to |
';-strengthen the overall secunty apparatus to t' ght agarnst Cybercnme
Acccrdlngly, the lndlan Cyber Cnme Cocrdrnatlon Centre Was establrshed to provrde
" a framework and ecosystem for law-enforcement agencies (LEAs)to deal with the
. cybercrimes in a comprehensrve and coordinated manner. The Indian Cyber Crime
- Coordination Centre focuses: on tackl:ng all the issues related fo. cybercnme for the
- citizens, which includes -improving coordination between various Law Enforcement
i *Agenc:es and the stakeholders dnvmg change in lndlas overall capabrllty to fackle
: oybercnme and fo improve citizen satisfaction level. -
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. ":;;‘2014 an Expert Group fo. study the gaps and. challenges prepare a roadmap for
effectrvely tacklrng cybercnmes in the country and give suifable recommendationson .~ -

nd identified the followmg Qaps and challenges in. tacklrng Cybercnmes I

v} Challenges related to technology and Research & Development '. : o .

i) _'.:f-:'__lnadequate institutional structure and funding to tackle cybercnme e '_ _f .



.

The following are the key components of the Indian Cyber Crime Coordination

'_ (a} |

| ._ _@
0 Govemment fo spread awareness on cybercrimes, establish standard

- operating prooedures to contarn the rmpact of oybercrrmes and
o _:__::_'__-}respond fo cybercrrmes SRR

0

o Centre -

* National Cybercrime Threat Analytics Unit:

(i)

& ____enforcement specralrsts and mdustry exp erts

Platform for anatysrng all pieces of puzzles of cyberorrmes

,.'Produoe cybercnme threat rntellrgence reports and organrze periodic

rnteraotron on specrt' ic cybercnme oentrrc drsoussrons R

Create multr-stakeholder enwronment for brmgrng together Iaw __

e : 3::_ (b) .- '-Natronal Cyber Crrme Reportmg Portal

R _f'jbankrng frauds unauthonsed card transaotrons onlrne transaotrons-_.-__" R

:F acdrtate r eportrn'g';._ of all types Of CJ/bercnme rncrdents moludmg.- L

Facrlrtate oomplarnants to vrew status of actron taken on the reported"_-_- Lo

rncrdent

-Natronal Cyberorrme Ecosystem Management

Develop ecosystems that brrng together aoademra rndustry and

‘_‘_‘_Provrde support for development of alt components of cybercrime
"'combatrng eoosystem i
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(h Since majorr y;of the ¢ b inci _ents reported on Natronal Cyber Crrmef SR
" _Reporting Portal relate to financial frauds, a platform “C:trzen Financial
' Cyber Fraud Reporting and. Management System” was launched in
- April, 2021 by on-boarding all the States/UTs for quick reporting of -~
S ';.-j_::--i_ﬁnancral cyber frauds, by takrng approprrate action in accordance with -~
-’-._”-_i".‘[f.‘;law to prevent ﬂow of funds srphoned off by fraudsters m the Ieast SN
| _,oossrble trme B o _ B




(d)  National Cybercrime Training Centre:

(i)  Standardization of course curriculum focused on cybercrimes, impact
confainment . and rnvestrgatrons imparting  practical cybercrime
detection, containment and reportrng trainings on srmulated cyber

) enwronments

. (i} . Development of Massrve Open Onlrne Course on a cloud based
e '_ -trarnrng platform R =t S

o {rn) To. focus on establrshlng Cyber Range for advanced srmulatlon and- B G 3

B trarnrng on cyber-attack and rnvestrgatlon of such cybercnmes Sk

| ._ (e) ;Natronal Cybercnme Forensrc Lab (NCFL) Ecosystem

iE .'j}fForensro analysrs and rnvestrgatron of cyhercrrme as a result of new.;-j o

_j_-jdrgrtal technology and technrques

WA centre fo. SUpport rnvestlgatron process NCFL and assocrated
e __-Central Forensrc Science Laboratory fo be. well-equrpped and well-

’-keep-up wrth n_: w:technrcal developments'-

threats and targets

" staffed. in order to engage in analysrs and mvestrgatron actrvrtres to'.

To dnve rntellrgence led coordrnated actron agarnst key cybercrrme:':

" :_f:g:f (fl) Facrlrtate the jomt rdentrﬂcatron pnontrzatlon preparatron and rnrtratron_"

o of multr junsdlctronal actron agalnst cyberonmes S
'_ (gj_ - _Natronal Cybercrrme Research and lnnovatron Centre

____.(l) -Track emergrng teohnologrcal developments proactrvely predict
L potentral vulnerabrlltles whrch can be explorted bs Y. cybercnmrnals

E (rr) To leverage the strength and expertrse of all stakeholders be it in
academia, pnvate sector or rnter~governmental organlzatlons

(i) ”Create strategrc partnershrps: _wrt_h_ _all -__s_L__rch. entities in the area of
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research and innovation focused on cybercrimes, cybercrime impact
~_ containment and investigations.

 In addition, a toll-ree number “1930° has also been operationalised for lodging online
 cyber r_;omp[aiq_t_s:, including _in_re_sp_e_ct» of frauds pert_ainfng to bankin_g_ transactions.”
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OBSERVATIONSIRECOMMENDATlONS |

Effective rmplementatron of steps/measures bv the Fmancral Institutions/Banks for
mcreasrnq confrdence of the customers while using electromc modes of transactron

14, The Commlttee whlle examming the representatlon of Shrl Abhlshek relatmg to
increasing fr_auds in ATMs of Indian Overseas Bank, Indian Bank, Union Bank of India

and Canara Bank in Mumbai — urgent need fo re-draw effective strate‘gy for ATM

transacuons - m Ilght of the commentslrephes furmshed by the Mmlstry of Fmance -

:(Department of Fmanciat Ser\nces) had hlghhghted the not|ceable change m the_-_'.:”

"-'_-landscape of lndlan Banking System durmg the past few years wh|ch has been_f"_'_ff:

. 'transformed to d:gltal mode of transactlon The Comm|ttee m th;s context had noted T

' j'that wrth the mcreased use of ATMIOnIme bankmg as e-bankmg tools tor effectmg_:

'i_'fmancral transactrons the ATMIonhne frauds have also wrtnessed a surge at an

| _“unprecedented level The Commrttee had further noted that the Bank frauds m'_.' : |

'_-_general and the ATM frauds m partrcular have become such a routine feature that"::-__::.-'_':: s S

__-"the crechbrhty of Banks to msulate thetr customers from these fraudsters albert e

| ;-mltaatmg varlous technologlcal drwen methods have been erodmg at a fast pace

Z:The Comm|ttee had therefore urged the Govemment and the Banks to lmtratei:’_:; =

'technology drwen mnovatwe measures to redress these !ssues so that the:_"--':__'_.?:'_' o

confrdence of the customers wh|Ie usmg the electromc mode of transactlon is not o

eroded any further The Commtttee had also suggested for formulatmg the 'Act;on‘_"

Plan by varlous Fmancial lnstltutlonsIBanks for restormg the confldence of thelr |

customers whtle usmg various electronlc mode of transactlons

15. Based on_the replies -furnish_ed the -Minis_try._of Finance (Department of
Financial Servi'ce_s) in respo_nse to the above recommendation(s) of the Committee, it
is noted that various efforts are b_eing made to enhance security of digital payment .

_ transactions, including those of card transactions, online fransactions, etc., in order
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-'___‘Customer Protectron —-errtmg Lrabrhty of Customers m Unauthorrzed Electronrci'-:'f_;--_f "

:".-__Bankmg Transactrons, Banks have been rnstructed to desrgn systems and__' ok

to reduce online banking frauds. The Committee, in this regard, also acknowledge
that the Reserve Bank of India (RBI) has issued instructions on Ilmitlng the liability of
customers in cases of unauthorized electronic banking transactions and, the burden
of proving customer liability in case of an unauthorized electronic banking
transa”c’tli'on has now been migrated on to the Bank and they are now réduired o set

up mternal control systems to combat frauds and acttvely part|c|pate in. fraud_-'

prevent;on commatteesl task forces whlch formulate laws to prevent frauds and take”_ | :_

) 'proactrve fraud control and enforcement measures Further as per RBI Gurdetrnes onfﬁ B

procedures to make customers _feel_ safe about carrymg out electromc bankmgf:f

- ;”_contmually and repeatedly advrsmg customers on how to protect themselves from:;?'“' 3 _:' S

o .electronlc bankrng and payments related fraud The Commrttee ln thrs connectlon '::-:f_-.‘ o

Vi transactrons and Banks must put m place (r) Approprrate systems and procedures to A

’ensure:_l____afety and securlty of electromc bankmg transachons carned out by

'_-':";protect themselves agamst the Irabrltttes arlsmg there from and (v) A system of-,;g'-l

| _.are mformed that the Publlc Sector Banks have been followmg all the aforesard RBl___: N

losses sustamed by the customers on account of unauthorrzed electronrc bankmg'.-

transactlons fraudulent transactrons mcludrng ATllll transactrons S
16. The Commlttee though acknowledge vanous stepslmeasures belng adopted__: |
by the Banks to enhance securrty of drgrtal payment transactlons mcludmg those of_.

card transactions, online transactions, efc., in order to reduce ATM/Online bankmg |
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frauds, recommend the Mihistry of Finance (Department of Financial Services) to
ensure that th_ese stepslmeasures are implemented effectively by' the Financial

lns_t_i_tutionslB_a_nks__‘s'o_ that..t_he confidence of their customers are maintained while |
us_ing various electronic modes of transaction. The Commi_ttee further desire that the
RBI Guidelines on. ‘-Cu_stomer Protection ~ Limiting Liabi_lity.of- Customers in.

Unauthorrzed Electronrc Bankmg Transactrons _-:a_nd_. -other relevant..r

tnstructronsIAdVIsones should be scrupulously followed by aII the Fmancral__-_." I N

lnstltutlonsIBanks The Commrttee may be appnsed of the necessary steps taken by o

the Mm_lstry of Fmance (Department of Frnancial Servrces)IRBl in thls regard

| _-Effectrve rmplementatron of aII lnstructrons/Gurdelmes/Advrsorres rssued by the _RBI::-:.'f:_' 5 o

_from_'_frme_to trme-in_ all the Frnancral lnstrtutrons/Banks Gl

- 17 The Comm|tte’:__'_ durmg the course of exammatron of the representahorr 'had _'

_'__-'expressed therr concern'"_'_.;over the fact that the hanklng fraudsters have been-:_a_'f :

-'_'gradually attammg expertrse 1n outsmartrng the electromc survedlance and':i_é'__:'-_: .

_technology dnven fireballs of the Banks for duprng the customers whlle developmg P

';-';new methods of cheatlngldupmg the customers of thelr money deposrted |n the_f__:ﬁ._-l ’

Banks resultlng 1nto lncreasmg number of mcidences of ATM clonlng, decipherlng of_.-..: |

PIN and passwords ph|sh|ng, skrmmlng, etc The Commrttee had therefore i

lmpressed upon the GovernmentIBanks to be proactlve in therr approach to outsmart_:f S

the hackerslfraudsters and also to keep on updatmg thelr electronrc antr sklmmlng_'- o

devrceslfrrewalls ona regular basis. The: Commrttee had elso suggested that the.? .

Nlanagement of the Banks in thrs endeavour should also attempt to create rnter-r '7
Imkmg of thelr electronlc paraphernalla s0 that the nefarlous actlwtles of defraudmg '
the customers by these fraudsters could be brought down to a maxrmum possrble_

extent
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18. In response to the aforesaid recommendation(s) of the Committee, the Ministry
of Finance (Department of Financial Services), in their action taken replies, have
informed that the Reserve Bank of India (RBI) has issued instructions on Cyber
Security Framework in Banks and have mandated Scheduled Commercial Banks to
report all unusual cyber incidents to RBI wrthm two to 'six hours of occurrence of
such mcldents whlch are analysed for the pattern of attack and the vulnerabrlrtres’ '
' explorted and rf needed advrsoneslalerts are rssued to the Banks so as to avord

_repeat attackslexplortatron of the same vulnerabrllties Further RBl also revrews the

' cyber securlty developments and threats on an ongomg basls and necessary_fl"; :'_'f SR

| 'i_fmeasures are bemg taken to strengthen the cyber resrlrence of Banks Besrdes RBlf:' L

__»;*_;has 1ssued Gurdellnes on Cyber Securrty Controls for thrrd party ATM Swrtch‘lf S

.'--._:rApplrcatron Ser\nce Provrders (ASPs) and Master Drrectrons on Dlgrtal Payment'f:?_::_ |

o -_Securrty Controls The Mmrstry of Fmance (Department of Fmancral Servrces) have L :

_' :ffurther mformed that a Natronal Cyber Crrme Reportmg Portal and Fmancral Cyberl}f_'_f'-f'_:

. '_-Fraud Reportrng and Management System Module whrch has been made operatronal":"_'_.__ g

'by the lndlan Cyber Crrme Coordrnat:on Centre (l4C), are berng admrmstered by theff}' -

:- :merstry of Home Affalrs to enable publrc to report mcrdents pertammg to all types of

: 'cybercrlmes frnancral frauds and to stop srphomng off of funds by the fraudsters .

| Besrdes a toll free number ie. "1930‘ has been operatronalrsed to get assrstance rn_'_{ o

lodgmg onlme complamts related to cyber and bankrng frauds In addrtaon to the"'_-_'-
above, the Indran Computer Emergency Response Team (CERT IN) under the Mmrstry';_-
of Electronlcs and Informatlon Technology (MertY) rssues alerts and advrsorres.
regardrng latest cyber threats and countermeasures on regular baS|s to ensure safe:__:
usage of drgltal technologres and is workmg in coordmatron with servrce provrders
regulators and Law Enforcement Agencres (LEAs) to track and drsable phlshrng_-.
websrtes and facilitate rnvestrgation of fraudulent actrvrtres The. llllmlstry have also :
informed the Committee that RBI has constituted the Central Fraud Registry (CFR) for
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timely identificatioh, control, reporting and mitigation of fraud risk and spreading
awareness on prevention of cybercrimes, etc. The Committee have further been
informed that as. per RBI data on frauds reported by SCBs under the.:catego_ry
“Card/Internet- ATM/Debit Cards”, the amount involved in such frauds, based on the -
year of occurrence, thas declined from Rs.116 crore in the Frnancral Year 2019-20 to_

Rs.76. crore in the Flnanclal Year 2020-21 (Y-0-Y decllne of 34, 5%) and to Rs 68 crore.__'
in the Frnanclaf Year 2021 22 (Y -0- Y dechne of 10 5%) ' L

: ._ _._5;__'_:'____The_C_ommrttee whrle acknowledglng mechamsms m place whlch are berng';_f_.'-j

_-._'._'(Department of Fmancrat Serv:ces) to ensure effectrve |mplementat|on of all such'_;'if_'

':InstructronsIGurdel:neslAdvrsorres rssued by the RBI from trme to trme m atl the o

:._':fFrnancral InstrtutronsIBanks, _whde revrewrng and updatln_ _"therr electronrc anti- e

';._Z-skrmmrng devrceslfrrewalls on a regular basrs rn order to mmrmlze the fraud_;’}_'_-?_ﬁi'::'-:'_

E _rncrdences The Commlttee wou!d I1ke to be apprrsed of the necessary steps taken in

: 'thls regard Gt

Pubrrcizrne -'th,e;mform;ﬁa;,'ramea fo e:a;n@rsjraam meehaae;a.*pms;:eee. B

20. The Commrttee had observed that there rs no umformrty amongst the Banks'f
operatmg at varrous reglons of the country in: deahng wrth the cases of fllrng :
complarnts reiatrng to ATM frauds by the customers and the tevel(s) of Authorrty rn' '
_ the Banks whrch would be dealmg w;th the cases of ATM andlor onl!ne frauds The' o

Commrttee whlle underscormg the need for a user-frrendly and unrform system for all
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the Banks for filing of fraud-related complaints, had impressed upon alf the Banks to
develop an mtegrated system of filing fraud-related complamts both ATM- related and

online frauds which would be operatlve throughout the country

21. . From the action taken rephes of the Mlmstry of Finance (Department of

| Frnancral Sennces), in response to the above recommendatlon(s), the Commlttee take s

note of the fact that in regard to frlrng of complamts pertammg to aII types of._'- '

cybercnmes, lncludmg bankmg frauds unauthorlzed card transactlons ontlnej:‘_l_'; .

transactlons etc can be Iodged on the Natrona! Cyber Crrme Reportmg Portaf whlchl.g_': g

_".are routed automatrcatfy to StateslUTs Law Enforcement Agencles for further action: S

e Further a toll free number ‘1930’ has been operatronalrsed for Iodgmg onllne cyber_"_"_* | f_;.'

'complamts mcludmg m respect of frauds pertamrng to bankmg transacttons Afso,';i_ft:_;_____

; _';_Cltrzen :__:__;mancraf Cyber Fraud Reportrng & Management System has been taunched-z-i.i!-_ﬁ L

E '{-by on- boardlng aII the stateslUTs for qurck report:ng of flnanmaf cyber frauds and to-}'z';}.f "

'. I:-'-.prevent ftow of funds slphoned off by the fraudsters m the feast possrble tlme The

| Committee have further been mformed that RBI has mtegrated its exrstmg three:”i"_-:_::.‘_

'_EOmbudsman Schemes into. ‘One Natlon One Ombudsman approach makmg the e

| "'_"_:':Ombudsman mechanrsm ]unsdlctron neutral to provrde cost-free redressal of L

" "._customer compiamts m\rotvmg ‘defrciency in ser\rlces :ncludmg the unauthonzed,_-..' .

“'---electromc fund transfer rendered by entitles regulated by RBI The complamts underi- o

'.the Scheme made onhne are regrstered on RBl’s Complalnt Management Systeml |

porta! and a Centrallzed Recelpt artd Processmg Centre has been set up at RB] -

Chandlgarh for recelpt and lnltral processmg of physrcal and emall complamts m any :
language Besrdes RBI has also |ssued rnstructlons on hmltmg the Ilablhty of-

customers in cases of unauthorrzed electronrc bankmg transactlons -
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22.  The Committee are of the considered opinion that in-spite of well number of
compliaints lodging portals, such as National Cyber Crime Reporting Portal_,"toll¥free
number “1930’, Citizen Financial Cyber F_r_aud Reporting & Management System, RBl's
Complaint Management System portal and further integration of exiSting three
Ombudsman schemes into ‘One Nation One Ombudsman’ approach by RBl in deahng '
wrth the cases of. frlmg complarnts retatmg to ATM frauds andlor onhne frauds by the__...

customers, the relevant mformatron on emstmg complamts todglng portals process i |

efc., for frlmg complalnts relatmg to ATM frauds, onhne frauds have not been';. o

;_-properly drssem:nated to the vuinerable customers The Commrttee therefore urge} oo

the Mmrstry of Fmance (Department of Fmancia! Servrces) to ask all the Fmancralf: 3_ '_

__I:InstrtutronslBanks to wrdely pubhcrse alI these complamts Iodgrng portal tolf free'} _.

complamts rfﬁ';}_'etc b m order to

'ake the pubhc aware °f the Process of Iodgingfl_"_-t'_"'.-.':

complamts _The Commrttee woutd Irke to be appnsed of the necessary steps taken m_-j'__. | i

- _'th_rs rega“rd o

.Revrsrtrng and analzsrng the i ndrnqs and the recommendatrons of the Expert Group f_"- - __

~ Kesping in view l‘he'fun_'” jonal problem in handlmg the ATM frauds m

nabb:ng the culprrts by the lnvest;gatlon Agencres vrsavrs attammg a new___' -

drmensron m ATM ontlne and other bank related frauds bemg commltted by'_:'
fraudsters from a remote locatron and serrous ]urlsdlctronal problem bemg faced by::
the Bank(s) and the Invest:gatron Agencres the Committee had recommended the_:
Mmrstry of Frnance (Department of Fmancral Servrces) to constltute an 'Expert :
Committee’, consrstmg some ot therr semor offrcers along wrth the offrcers of Banks '

Ministry of Home Affairs and the Ministry of Law to explore the feasrbrhty of creation
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of an 'All India Authorityl for dealing with all bank-related online frauds which should
be given the mandate to work out various legal requirements, administrative setup,
delineation of jurisdiction, etc., so that they are able to give their report to the

| Government within a specified time.

2_4. The Commlttee note from the actlon taken repl|es of the Mmrstry Fmance_
(Department of Flnanclal Servrces) that in December 2014 the Mlmstry of Home_ '
Affalrs had constltuted an Expert Group to study the gaps and challenges prepare a'

3 __'.:recommendatlons on all facet":_:_ot cybercnme The Expert Group had submltted rts'_‘f_?,_' 5

| f report m September 2015 and ldentlfled a number of gaps and challenges rn tacklmg o L

- __Cybercnmes Further, the Expert Group had also made spec:frc recommendat:ons to_._';_ Sy

o ‘_:.combat cybercnme |n the country and recommended creatlon of Indlan Cyber Cnme:

”.f-f:Coordmatlon Centre to strengthen the :_overall secunty apparatus to f;ght agamst:__'f_ e

b .i-'_:Cybercrime Accordmgly, the Indian Cyber Crime Coordination Centre was
o --_.establlshed to prowde a tram_ework-:and ecosystem for Iaw enforcement agencies to'_ e

o -_f__focuses on tackhng all the i

'lth the cybercrtme"jE ina comprehenswe and coordmated mann

deal w

ff_whlch .

_s_ues related to cybercrlme tor the cmzens which_:'_.'_'.".:'

_'mcludes rmprovrng coordrnatlon between varlous Law Enforcement Agencres and'-- =

'._the stakeholders drlvmg change m Indta s overalt capablllty to tackle cybercnme and_____ i

to |mprove cmzen sat|stact|on level The Commlttee note that the key components of

the lndlan Cyber Crlme Coordlnatlon Centre are as follows -

:-.'._-'_'f_(a) Natlon'al-:éybercrime Threat Anatytics Unit

(b) Natlonal Cyber Crrme Reportmg Portal |
B (®) Natlonal Cybercrrme Ecosystem Management
(d)  National Cyber_c_rrme Trarnlng Centre
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(e) Natlonal Cybercrime Forensic Lab (NCFL) Ecosystem
(f) Platform for Joint Cybercrlme Investrgation Team

(g)  National Cybercrime Research and Innovation Centre

25. The Commrttee though acknowledge the fact that the Expert Group constltuted
by the Mmlstry of Home Affarrs in the year. 2014 had submrtted rts Report in
September, 2015 whrch had rdentrfred a number of gaps and challenges m tacklmg :

Cybercnmes and had speclfrcally recommended to combat Cybercrrme m the country: -

_ .and creatron of Indlan Cyber Crrme Coordmatron Centre to strengthen the overall:' ) -

'___'?requrre -

___'ent. attentron for revrsrting the entlre workmg of emstrngfé:a.-;_-'_-..'-:'ﬁ_'f_.'_

_:_apparatuslmechamsm for deahng wrth Cybercrrmes'.'iThe Commrttee therefore urge_:_'_ W :

-_jthe fraudsters can be stopped wrthln no time and the culprrts can be booked by the' 3

'!nvestlgatron Agencres |mmed|atety The Commlttee would Ilke to be apprrsed of the'_'- |

necessary steps taken by the Mmlstry of Fmance (Department of Fmancaal Ser\nces) s

=|n thrs dlrectlon o Laniaan L e A
NewDehi ~  HARISHDWIVEDI,

- , Chairperson
18 December, 2023 o oo Committee on Petitions

27 Agrahayana, 1945 (Saka)
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MINUTES OF THE THIRTIETH SITTING OF THE COMMITTEE ON PETiTlONS
(SEVENTEENTH LOK SABHA)

The Committee met on Monday, 18 December, 2023 from 1500 hrs. to 1715 hrs. in
Committee Room No. 3, Parliament House Annexe Extension, New Delhi.

| ' PRESENT '
Shn Sunll KumarSmgh j'_ij_‘j in the Chalr

S . MEMBERS SR
."”--:-Shri Brsrendra Slngh S
- Shri Sushil Kumar Smgh
- Shri Manoj: KumarTiwari e
~~ Shri Prabhubhai Nagarbhar Vasava i

o -_-.:Shr) Rajan Baburao Vlchare e

PR SECRETAR!AT o
L _Sh]‘i Raju Srwastava Jomt Secretary
VR _Shrl Tenzm Gyaltsen Deputy Secretary

9 At the outset, in ) the absence of the Charrperson the Ccmm1ttee under Rule 258(3) of
~ the Rules of Procedure and Conduct of Bu_smess in. Lok Sabha chose Shrl Sunll Kumar Singh_"

;'j_fto act as Charrperson for the srttmg

'ﬁ3.'.- Thereafter the Charrperson weIcomed the Members to the sattrng of the Commlttee

4 L kkw Wk wkk ' _***
5. kkk Mk ***'_._ . '-:._s_.**
6. *kk *kk o '*_** . ek
7 fkek ke ' ) dokk o dkk
8. Tk " wwk Fhk ok
9 ek , *kk , Wik .
10. ke T k% ik
11. hkk wk Wik Rk
12. Yook *ik Wik Kk

1 3 kkk *kk *kk : k&%
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1 4 kkk . hk . *kk kik

15.  The Committee, thereafter, took up for consideration the following draft Action taken
Reports:-

(]) ki k% *hk *kk

(i') *kk k¥ *kk ik

(i)  Action Taken Report on the actron taken by the Government on the recommendatrons
~made by the Committee on Petitions (Seventeenth Lok Sabha) in their Fortieth Report

- on the representation of Shri Abhishek relating to increasing frauds in ATMs of Indian - .
. Overseas Bank, Indian Bank, Union Bank of India and Canara Bank in Mumbai -
" Urgent need to re-draw etfectrve strategy for ATM transactrons and other rmportant:_ S

HE ._ﬁ ”rssues related therewrth

TN :-*s* S e "'{ér}s*

(

V) R
(
(

316 After drscussrng the above mentroned erght draft Actron Taken Reports in: detarl the
~ Committee adopted these. Reports without any. modifrcatron and authorrsed the Charrperson o
,frnalrse the. draft Actron Taken Reports and present the same to the Heuse durrng the ensurng’_' g .

Sessron

* The Committee, then, adjourned.

**  Does not pertain to this Report.
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