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12चैũ, 1947 (शक) 

  

आधार डेटा की लीक होना 
 

5285. ŵी ईʷरˢामी के.: 
    

 Ɛा इले̋ टŌ ॉिनकी और सूचना ŮौȨोिगकी मंũी यह बताने की कृपा करŐ गे िक: 
 

(क)    सरकार Ȫारा यूआईडीएआई के अंतगŊत आधार डेटा जैसे सरकारी Ůािधकाįरयो ंको Ůˑुत डेटा को 
लीक होने से बचाने के िलए Ɛा कदम उठाए गए हœ; 

 

(ख)   अनिधकृत लोगो ंको ʩİƅयो ंया नागįरको ंका डेटा लीक करने के दोषी पाए गए कमŊचाįरयो ंके िवŜȠ 
Ɛा कारŊवाई की गई है; और   

 

(ग)      Ɛा यह सच है िक सरकार ने डेटा संरƗण करने और डेटा संरƗण िवधेयक का मसौदा तैयार करने के 
िलए सिमित गिठत की है और यिद हां, तो तȖंबंधी ɯौरा Ɛा है? 

उȅर 
 

इले̋ टŌ ॉिनकी और सूचना ŮौȨोिगकी राǛ मंũी (ŵी िजितन Ůसाद) 
 

(क) से (ग):आधार िवʷ की सबसे बड़ी बायोमेिटŌ क पहचान Ůणाली है िजसमŐ 133 करोड़ से अिधक ʩİƅ 

शािमल हœ और इसने 13,000 करोड़ से अिधक Ůमाणीकरण लेनदेन पूरे िकए हœ। 
 

आधार (िवȅीय और अɊ सİɵडी, लाभ और सेवाओ ं का लिƗत िवतरण) अिधिनयम, 2016 ("अिधिनयम") 

Ůȑेक Ůमाणीकरण उपयोगकताŊ एजŐसी को यह सुिनिʮत करने के िलए बाȯ करता है िक Ůमाणीकरण के 

दौरान एकũ की गई आधार संƥा धारको ंकी पहचान संबंधी जानकारी और Ůमाणीकरण ŮिŢया के दौरान 

उȋɄ कोई भी अɊ जानकारी गोपनीय, सुरिƗत और संरिƗत रखी जाए। अिधिनयम और भारतीय िविशʼ 

पहचान Ůािधकरण Ȫारा जारी िदशा-िनदőश िनवािसयो ंके डेटा और गोपनीयता की सुरƗा के िलए उपाय Ůदान 

करते हœ, साथ ही िनवािसयो ंको सावŊजिनक और िवȅीय सेवाओ ंतक बेहतर पŠँच Ůदान करते हœ। 
 

सूचना ŮौȨोिगकी अिधिनयम, 2000 को सूचना ŮौȨोिगकी (उिचत सुरƗा पȠितयां और ŮिŢयाएं तथा 

संवेदनशील ʩİƅगत डेटा या सूचना) िनयम, 2011 के साथ पढ़ा जाए तो इसमŐ उपयोगकताŊओ ंके संवेदनशील 

ʩİƅगत डेटा की सुरƗा के िलए उिचत सुरƗा पȠितयां और ŮिŢयाएं िनधाŊįरत की गई हœ। 
 

िडिजटल ʩİƅगत डेटा संरƗण अिधिनयम, 2023 (“डीपीडीपी अिधिनयम”), िजसे ʩापक सावŊजिनक परामशŊ 

और िवचार-िवमशŊ के बाद 11 अगˑ, 2023 को अिधिनयिमत िकया गया, ʩİƅगत डेटा के Ůसंˋरण के 

िलए उिचत सुरƗा उपायो ंके साथ कानूनी ढांचा Ůदान करता है। इसके अलावा, डीपीडीपी अिधिनयम िडिजटल 

ʩİƅगत डेटा के वैध Ůसंˋरण को सुिनिʮत करने के िलए जवाबदेही तंũ का एक मजबूत ढांचा ˕ािपत 

करता है और ʩİƅगत डेटा उʟंघनो ंकी İ˕ित मŐ भारतीय डेटा संरƗण बोडŊ को िशकायतो ंकी जांच करने, 

पूछताछ करने और एक ˢतंũ िनणाŊयक िनकाय के ŝप मŐ दंड लगाने का अिधकार देता है। 
 



इसके अितįरƅ, सरकार ने साइबर सुरƗा को बढ़ाने और डेटा लीक को रोकने के िलए िनɻिलİखत उपाय िकए 

हœ: 

i. रा Ō̓ ीय सुरƗा पįरषद सिचवालय (एनएससीएस) के अंतगŊत रा Ō̓ ीय साइबर सुरƗा समɋयक 

(एनसीएससी) िविभɄ एजŐिसयो ंके बीच समɋय सुिनिʮत करता है। 

ii. सूचना ŮौȨोिगकी (आईटी) अिधिनयम, 2000 की धारा 70ख के Ůावधानो ंके तहत, भारतीय कंɗूटर 

आपातकालीन ŮितिŢया दल (सटŊ-इन) को साइबर सुरƗा घटनाओ ंपर ŮितिŢया देने के िलए रा Ō̓ ीय 

एजŐसी के ŝप मŐ नािमत िकया गया है। 

iii. सटŊ-इन Ȫारा िŢयाİɋत रा Ō̓ ीय साइबर समɋय कŐ ū (एनसीसीसी) साइबर सुरƗा खतरो ं का पता 

लगाता है। एनसीसीसी साइबर सुरƗा खतरो ंको कम करने के िलए कारŊवाई करने हेतु साइबर˙ेस से 

मेटाडेटा साझा करके िविभɄ एजŐिसयो ंके बीच समɋय की सुिवधा Ůदान करता है। 

iv. मंũालयो/ंसंगठनो ंको संवेदनशील ʩİƅगत डेटा या सूचना सिहत िडिजटल ʩİƅगत डेटा या सूचना 

का Ůसंˋरण करने वाली सभी सं˕ाओ ंȪारा साइबर सुरƗा को मजबूत करने के िलए िकए जाने वाले 

उपायो ंके बारे मŐ संवेदनशील बनाया गया है। 

v. सटŊ-इन Ȫारा सरकारी सं˕ाओ ंके िलए सूचना सुरƗा Ůथाओ ंपर िदशािनदőश जारी िकए गए हœ, िजनमŐ 

डेटा सुरƗा, नेटवकŊ  सुरƗा, पहचान और पŠंच Ůबंधन, एİɘकेशन सुरƗा, तृतीय-पƗ आउटसोिसōग, 

सƢ ŮिŢयाएं, सुरƗा िनगरानी, घटना Ůबंधन और सुरƗा ऑिडिटंग जैसे डोमेन शािमल हœ और साथ 

ही सुरिƗत अनुŮयोग िडजाइन, िवकास और कायाŊɋयन और संचालन के िलए भी िदशािनदőश जारी 

िकए गए हœ। 

vi. सटŊ-इन Ȫारा एक ˢचािलत साइबर खतरा खुिफया आदान-Ůदान मंच संचािलत िकया जा रहा है 

िजसका उȞेʴ सिŢय ŝप से िविभɄ Ɨेũो ंके संगठनो ंके साथ अलटŊ एकिũत करना, उनका िवʶेषण 

करना और उɎŐ साझा करना है, तािक वे सिŢय ŝप से खतरे को कम करने के िलए कारŊवाई कर 

सकŐ । 

vii. साइबर ˢǅता कŐ ū (सीएसके) सटŊ-इन Ȫारा Ůदान की जाने वाली एक नागįरक-कŐ िūत सेवा है जो 

ˢǅ भारत के ̊िʼकोण को साइबर ˙ेस तक िवˑाįरत करती है। साइबर ˢǅता कŐ ū बॉटनेट 

Ƒीिनंग और मैलवेयर िवʶेषण कŐ ū है और दुभाŊवनापूणŊ ŮोŤामो ंका पता लगाने मŐ मदद करता है 

और उɎŐ हटाने के िलए िनः शुʋ उपकरण Ůदान करता है। यह नागįरको ं और संगठनो ं के िलए 

साइबर सुरƗा युİƅयाँ और सवŖȅम अɷास भी Ůदान करता है। 

viii. सरकारी और महȕपूणŊ Ɨेũो ंमŐ संगठनो ंकी साइबर सुरƗा İ˕ित और तैयाįरयो ंका आकलन करने के 

िलए िनयिमत ŝप से साइबर सुरƗा मॉक िडŌ ल आयोिजत की जाती हœ। 

ix. सूचना ŮौȨोिगकी अवसंरचना की सुरƗा और साइबर हमलो ंको कम करने के संबंध मŐ नेटवकŊ  और 

िसːम Ůशासको ंतथा सरकारी और महȕपूणŊ Ɨेũ संगठनो ं के मुƥ सूचना सुरƗा अिधकाįरयो ं के 

िलए िनयिमत ŮिशƗण कायŊŢम आयोिजत िकए जाते हœ। 

*** 

 


