
 
भारत सरकार 

इल᭍े ᮝॉिनकᳱ और सचूना ᮧौ᳒ोिगकᳱ मंᮢ ालय 
लोक सभा 

अताराᳰंकत ᮧ᳤ स᭎ंया 3075 

िजसका उᱫर 19 माचᭅ, 2025 को ᳰदया जाना ह ै 

28 फा᭨ गनु, 1946 (शक) 

 
 रा᭬ ᮝीय साइबर सुरᭃा रणनीित        

 

3075. ᮰ी गरुजीत ᳲसह औजला:  
  
  ᭍या इले᭍ ᮝॉिनकᳱ और सूचना ᮧौ᳒ोिगकᳱ मंᮢ ी यह बताने कᳱ कृपा करᱶगे ᳰक: 
 
(क)    ᭍ या सरकार साइबर खतरᲂ से ᮧभावी ढंग से िनपटने और िडिजटल बिुनयादी ढांचे कᳱ सुरᭃा के िलए एक 
᭪ यापक रा᭬ ᮝीय साइबर सरुᭃा रणनीित तैयार करने और उसे लागू करन ेके िलए ठोस कदम उठा रही ह;ै  

 

(ख)   यᳰद हां, तो इसकेा ᭣ यौरा ᭍ या ह ैऔर इसके ᮧमुख फोकस ᭃेᮢ ᭍ या ह ᱹऔर यᳰद ऐसी कोई रणनीित नहᱭ ह,ै तो 

इसका उ᳎े᭫  य ᳰकस तरह से बढ़ती साइबर धोखाधड़ी और डटेा सुरᭃा ᳲचताᲐ को दरू करना ह;ै  

 
(ग) बढ़ती साइबर धोखाधड़ी से िनपटने के िलए भारत के साइबर सुरᭃा ढांचे को मजबूत करने और साइबर रᭃा तंᮢ 
को बढ़ाने के िलए सरकार ᳇ारा ᭍ या उपाय ᳰकए गए ह;ᱹ     

 

(घ) िव᭜ तीय साइबर अपराधᲂ, ओटीपी धोखाधड़ी और ऑनलाइन घोटालᲂ पर अंकुश लगाने के िलए सरकार ᳇ारा 

᭍ या कदम उठाए गए ह;ᱹ और  

 
(ङ)  ᭍ या सरकार यह मानती ह ैᳰक हमारे नागᳯरकᲂ कᳱ बढ़ती िडिजटल िनभᭅरता को दखेते ᱟए नागᳯरकᲂ कᳱ सरुᭃा 
के िलए एक सᳰᮓय और मजबूत साइबर सुरᭃा नीित कᳱ त᭜ काल आव᭫ यकता ह ैऔर यᳰद हा,ं तो इसका ᭣ यौरा ᭍ या ह ै

और इस संबधं मᱶ ᭍ या कारᭅवाई कᳱ गई ह?ै 

 
उᱫर 

इले᭍ ᮝॉिनकᳱ और सूचना ᮧौ᳒ोिगकᳱ रा᭔ य मंᮢ ी (᮰ी िजितन ᮧसाद) 
  

(क), (ख) और (ङ): सरकार कᳱ नीितयᲂ का उ᳎े᭫य अपने उपयोगकताᭅᲐ के िलए एक खलुा, सुरिᭃत और िव᳡सनीय और जवाबदेह 

इंटरनेट सुिनि᳟त करना ह।ै सरकार ने देश मᱶ साइबर सुरᭃा चुनौितयᲂ का सामना करने के िलए कई कानूनी, तकनीकᳱ और 

ᮧशासिनक नीितगत उपाय ᳰकए ह।ᱹ सरकार न े देश मᱶ साइबर सुरᭃा मामलᲂ स े िनपटने के िलए एक रा᳦᳞ापी एकᳱकृत और 

समि᭠वत ᮧणाली को भी सं᭭थागत ᱨप ᳰदया ह,ै िजसमᱶ अ᭠य बातᲂ के साथ-साथ िन᳜िलिखत भी शािमल ह:ᱹ   



i. िविभ᳖ एजᱶिसयᲂ के बीच सम᭠वय सुिनि᳟त करन े के िलए रा᳦ीय सुरᭃा पᳯरषद सिचवालय (एनएससीएस) के अंतगᭅत 

रा᳦ीय साइबर सुरᭃा सम᭠वयक (एनसीएससी) कᳱ ᭭थापना कᳱ गई ह।ै  

ii. सूचना ᮧौ᳒ोिगकᳱ अिधिनयम, 2000 कᳱ धारा 70ख के ᮧावधानᲂ के अंतगᭅत भारतीय क᭥᭡यूटर आपात ᮧितᳰᮓया दल (सटᭅ-

इन) को साइबर सुरᭃा घटनाᲐ पर ᮧितᳰᮓया करन ेके िलए रा᳦ीय एजᱶसी के ᱨप मᱶ नािमत ᳰकया गया ह।ै  

iii. सटᭅ-इन ᳇ारा कायाᭅि᭠वत रा᳦ीय साइबर सम᭠वय कᱶ ᮤ (एनसीसीसी) देश मᱶ साइबर ᭭पेस को ᭭कैन करने और साइबर सुरᭃा 

खतरᲂ का पता लगान ेके िलए िनयंᮢण कᭃ के ᱨप मᱶ कायᭅ करता ह।ै एनसीसीसी साइबर सुरᭃा खतरᲂ को कम करन ेके िलए 

कारᭅवाई करन ेहतेु साइबर᭭पेस से मेटाडेटा साझा करके िविभ᳖ एजᱶिसयᲂ के बीच सम᭠वय कᳱ सुिवधा ᮧदान करता है।  

iv. साइबर ᭭व᭒छता कᱶ ᮤ (सीएसके) सटᭅ-इन ᳇ारा ᮧदान कᳱ जाने वाली एक नागᳯरक-कᱶ ᳰᮤत सेवा ह,ै जो ᭭व᭒छ भारत के 

दिृ᳥कोण को साइबर ᭭पेस तक िव᭭ताᳯरत करती ह।ै साइबर ᭭व᭒छता कᱶ ᮤ बोटनेट ᭍लीᳲनग और मैलवेयर िव᳣ेषण कᱶ ᮤ ह ै

और दभुाᭅवनापूणᭅ कायᭅᮓमᲂ का पता लगान ेमᱶ मदद करता ह ैऔर इसे हटाने के िलए म᭢ुत उपकरण ᮧदान करता ह,ै और 

नागᳯरकᲂ और संगठनᲂ के िलए साइबर सुरᭃा युिᲦयाँ और सवᲃᱫम अ᭤यास भी ᮧदान करता है।  

v. गृह मंᮢ ालय (एमएचए) ने समि᭠वत और ᮧभावी तरीके से साइबर अपराधᲂ से िनपटने के िलए भारतीय साइबर अपराध 

सम᭠वय कᱶ ᮤ (आई 4सी) बनाया ह।ै  

vi. सूचना ᮧौ᳒ोिगकᳱ (आईटी) अिधिनयम, 2000 कᳱ धारा 70क के ᮧावधानᲂ के अंतगᭅत सरकार ने देश मᱶ मह᭜वपूणᭅ सूचना 

मूलसंरचना के संरᭃण के िलए रा᳦ीय मह᭜वपूणᭅ सूचना अवसंरचना संरᭃण के᭠ᮤ (एनसीआईआईपीसी) कᳱ ᭭थापना कᳱ ह।ै  

सुरिᭃत और लचीला साइबर ᭭पेस सुिनि᳟त करन े के िलए, ᮧाथिमक फोकस रा᳦ीय साइबर᭭पेस को सुरिᭃत करन,े लोगᲂ, 

ᮧᳰᮓयाᲐ और ᭃमताᲐ से यᲦु मौजूदा संरचनाᲐ को मजबूत करने और देश मᱶ िडिजटल पयाᭅवरण कᳱ रᭃा के िलए उनके इ᳥तम 

उपयोग हेतु संसाधनᲂ का तालमेल करन ेके तीन ᭭तंभᲂ पर है।  

(ग ) और  (घ) : सरकार ने िवᱫीय साइबर अपराधᲂ पर अंकुश लगान ेसिहत भारत के साइबर सुरᭃा ढांचे को सुदढ़ृ करन ेऔर 

साइबर धोखाधड़ी को रोकन ेके िलए िन᳜िलिखत उपाय ᳰकए ह,ᱹ िजनमᱶ अ᭠य बातᲂ के साथ-साथ िन᳜िलिखत भी शािमल ह:ᱹ  
i. सटᭅ-इन न ेअᮧैल 2022 मᱶ सूचना ᮧौ᳒ोिगकᳱ अिधिनयम, 2000 कᳱ धारा 70ख कᳱ उप-धारा (6) के तहत साइबर सुरᭃा 

िनदᱷश जारी ᳰकए, जो सुरिᭃत और िव᳡सनीय इंटरनेट के िलए साइबर घटनाᲐ कᳱ सूचना सुरᭃा प᳍ितयᲂ, ᮧᳰᮓया, 

रोकथाम, ᮧितᳰᮓया और ᳯरपो᳻टग स ेसंबिंधत ह।ᱹ  

ii. सटᭅ-इन न ेजून 2023 मᱶ सरकारी सं᭭थाᲐ के िलये सूचना सुरᭃा प᳍ितयᲂ पर ᳰदशािनदᱷश जारी ᳰकए, िजसमᱶ डेटा सुरᭃा, 

नेटवकᭅ  सुरᭃा, पहचान और पᱟचँ ᮧबंधन, एि᭡लकेशन सुरᭃा, तृतीय-पᭃकार आउटसोᳺसग, स᭎त ᮧᳰᮓयाएँ, सुरᭃा 

िनगरानी, घटना ᮧबंधन और सुरᭃा लेखा परीᭃा जसेै डोमने शािमल ह।ᱹ  

iii. सटᭅ-इन न ेिसतंबर 2023 मᱶ सुरिᭃत एि᭡लकेशन िडज़ाइन, िवकास और कायाᭅ᭠वयन और संचालन के िलए ᳰदशािनदᱷश जारी 

ᳰकए। सटᭅ-इन न ेअ᭍टूबर 2024 मᱶ सं᭭थाᲐ, िवशेष ᱨप से सावᭅजिनक ᭃेᮢ, सरकारी ᭃेᮢ, आव᭫यक सेवाᲐ, सॉ᭢टवेयर 

िनयाᭅत और सॉ᭢टवेयर सेवा उ᳒ोग मᱶ शािमल संगठनᲂ के िलए सॉ᭢टवेयर िबल ऑफ मैटेᳯरय᭨स (एसबीओएम) ᳰदशािनदᱷश 

भी जारी ᳰकए ह ᱹताᳰक संगठनᲂ को यह जानने मᱶ मदद िमल सके ᳰक उनके सॉᮆटवेयर या संपिᱫ मᱶ कौन स ेघटक ह,ᱹ िजससे 

सुभे᳒ ताᲐ कᳱ पहचान करना और उ᭠हᱶ ठीक करना आसान हो जाता है।  

iv. सटᭅ -इन ने नवंबर 2023 मᱶ िविभ᳖ मंᮢ ालयᲂ को एक परामशᱮ िनदशे जारी ᳰकए ह,ै िजसमᱶ संवेदनशील ᳞िᲦगत डेटा या 

सूचना सिहत िडिजटल ᳞िᲦगत डेटा या जानकारी को संसािधत करन ेवाली सभी सं᭭थाᲐ ᳇ारा साइबर सुरᭃा को मजबूत 

करन ेके िलए ᳰकए जाने वाले ᮧितउपायᲂ कᳱ ᱨपरेखा दी गई ह।ै 

v. सटᭅ-इन नवीनतम साइबर खतरᲂ/सुभे᳒ ताᲐ के संबधं मᱶ चेताविनयां और परामशᱮ िनदशे जारी करता ह ैतथा क᭥᭡यूटरᲂ, 

मोबाइल फोनᲂ, नेटवकᲄ और आंकड़ᲂ कᳱ सतत आधार पर सुरᭃा करन ेके िलए ᮧितउपाय करता ह।ै  

vi. सटᭅ-इन ᳰफᳲशग वेबसाइटᲂ को ᮝैक और अᭃम करने और धोखाधड़ी गितिविधयᲂ कᳱ जांच को सुिवधाजनक बनाने के िलए 

सेवा ᮧदाताᲐ, िनयामकᲂ और कानून ᮧवतᭅन एजᱶिसयᲂ (एलईए) के साथ सम᭠वय हेतु कायᭅ करता ह।ै 



vii. कं᭡यूटर सुरᭃा घटना ᮧितᳰᮓया दल-िवᱫ ᭃेᮢ (सीएसआईआरटी-ᳰफन) कᳱ ᭭थापना सटᭅ-इन के ᳞ापक ᭃेᮢ और मागᭅदशᭅन के 

तहत िवᱫीय ᭃेᮢ से ᳯरपोटᭅ कᳱ गई साइबर सुरᭃा घटनाᲐ पर ᮧितᳰᮓया देन ेऔर उ᭠हᱶ िनयंिᮢत करन ेऔर कम करने के 

िलए कᳱ गई ह।ै  

viii. एनसीआईआईपीसी साइबर हमलᲂ और साइबर आतंकवाद से िनवारक उपाय करने के िलए मह᭜वपूणᭅ सूचना अवसंरचना 

(सीआईआई)/संरिᭃत ᮧणाली (पीएस) वाले संगठनᲂ को खतरे कᳱ आसूचना, ि᭭थितज᭠य जागᱨकता, चेताविनयां और 

परामशᱮ िनदेश और सुभ᳍ेताᲐ पर जानकारी ᮧदान करता है।  

ix. सटᭅ -इन एक ᭭वचािलत साइबर ᮣेट इंटेिलजᱶस ए᭍सचᱶज ᭡लेटफॉमᭅ संचािलत करता ह ैजो सᳰᮓय ᱨप से सभी ᭃेᮢᲂ मᱶ संगठनᲂ 

के साथ चेताविनयां एकिᮢत करन,े िव᳣ेषण करन ेऔर साझा करन ेके िलए उनके ᳇ारा सᳰᮓय खतरे को कम करन ेहतेु है।  

x. सटᭅ-इन न ेसूचना सुरᭃा सवᲃᱫम प᳍ितयᲂ के कायाᭅ᭠वयन का समथᭅन और लेखा परीᭃा करन ेहतेु 200 सुरᭃा लेखा परीᭃा 

संगठनᲂ को सूचीब᳍ ᳰकया ह।ै  

xi. साइबर सुरᭃा मॉक िᮟल िनयिमत ᱨप से आयोिजत कᳱ जाती ह ैताᳰक साइबर सुरᭃा कᳱ ि᭭थित और संगठनᲂ कᳱ तैयारी का 

म᭨ूयांकन ᳰकया जा सके और सरकार और मह᭜वपूणᭅ ᭃेᮢᲂ मᱶ लचीलापन बढ़ाया जा सके। सटᭅ -इन ᳇ारा अब तक 109 ऐसे 

अ᭤यास आयोिजत ᳰकए गए ह ᱹिजनमᱶ िविभ᳖ रा᭔यᲂ और ᭃेᮢᲂ के 1438 संगठनᲂ ने भाग िलया।  

xii. सटᭅ-इन सूचना ᮧौ᳒ोिगकᳱ अवसंरचना कᳱ सुरᭃा और साइबर हमलᲂ को कम करन ेके संबंध मᱶ नेटवकᭅ  और ᮧणाली ᮧशासकᲂ 

तथा सरकारी और मह᭜वपूणᭅ ᭃेᮢ के संगठनᲂ के म᭎ुय सूचना सुरᭃा अिधकाᳯरयᲂ के िलए िनयिमत ᮧिशᭃण कायᭅᮓम 

आयोिजत करता ह।ै वषᭅ 2024 मᱶ 23 ᮧिशᭃण कायᭅᮓमᲂ मᱶ कुल 12,014 अिधकाᳯरयᲂ को ᮧिशिᭃत ᳰकया गया ह।ै  

xiii. सटᭅ-इन साइबर हमलᲂ और साइबर धोखाधड़ी के संबंध मᱶ जागᱨकता और नागᳯरकᲂ को संवेदनशील बनाने के िलए िनयिमत 

ᱨप स ेिविभ᳖ गितिविधयां चला रहा है।  

xiv. रा᳦ीय सूचना िव᭄ान के᭠ᮤ (एनआईसी) सुभ᳍ेताᲐ को समा᳙ करन ेऔर वैि᳡क सुरᭃा मानकᲂ तथा हाडᭅवेयर के सुभे᳒ ता 

म᭨ूयांकन का अनुपालन सुिनि᳟त करन ेके िलए सटᭅ-इन-पैनलब᳍ एजᱶिसयᲂ के मा᭟यम से सरकारी वेबसाइटᲂ और अनुᮧयोगᲂ 

कᳱ आविधक सुरᭃा लेखापरीᭃा अिधदेिशत करता ह ैिजन पर ऐसे अनुᮧयोग हो᭭ट ᳰकए जाते ह।ᱹ  

xv. एनआईसी िविभ᳖ ई-शासन समाधानᲂ के िलए कᱶ ᮤ सरकार, रा᭔य सरकारᲂ और िजला ᮧशासकᲂ के मंᮢ ालयᲂ, िवभागᲂ और 

एजᱶिसयᲂ को सूचना ᮧौ᳒ोिगकᳱ (आईटी) सहायता ᮧदान करता ह ैऔर साइबर हमलᲂ को रोकने और डेटा कᳱ सुरᭃा के 

उ᳎े᭫य स ेउ᳒ोग मानकᲂ और ᮧथाᲐ के अनुᱨप सूचना सुरᭃा नीितयᲂ और ᮧथाᲐ का पालन करता ह।ै  

xvi. एनआईसी ने सरकारी नेटवकᭅ  से संब᳍ सुरᭃा म᳎ुᲂ कᳱ पहचान करने के िलए खतरा आसूचना ᭡लेटफामᭅ सिहत उ᳖त सुरᭃा 

तंᮢ सं᭭थािपत ᳰकए ह।ᱹ  

xvii. इले᭍ᮝॉिनकᳱ और सूचना ᮧौ᳒ोिगकᳱ मंᮢ ालय सूचना सुरᭃा जागᱨकता पैदा करने के िलए कायᭅᮓम आयोिजत करता है। 

डीपफेक सिहत साइबर ᭭व᭒छता और साइबर सुरᭃा के िविभ᳖ पहलुᲐ पर हडᱹबुक, लघ ुवीिडयो, पो᭭टर, ᮩोशर, बᲬᲂ के 

िलए काटूᭅन कहािनया,ं परामशᱮ िनदशे आᳰद के ᱨप मᱶ जागᱨकता सामᮕी www.staysafeonline.in, 

www.infosecawareness.in और www.csk.gov.in जैसे पोटᭅलᲂ के मा᭟यम स ेᮧसाᳯरत कᳱ जाती ह।ै  

xviii. गृह मंᮢ ालय न े ᳞ापक और समि᭠वत तरीके से साइबर अपराधᲂ से िनपटन े के िलए एलईए के िलए एक ढांचा और 

इकोिस᭭टम ᮧदान करने के िलए एक संलᲨ कायाᭅलय के ᱨप मᱶ भारतीय साइबर अपराध सम᭠वय कᱶ ᮤ (आई4सी) कᳱ ᭭थापना 

कᳱ ह।ै एमएचए ने सभी ᮧकार के साइबर अपराधᲂ कᳱ ᳯरपोटᭅ करन े के िलए जनता को सᭃम करने हतुे रा᳦ीय साइबर 

अपराध ᳯरपो᳻टग पोटᭅल (https://cybercrime.gov.in) भी लॉ᭠च ᳰकया ह।ै इस पोटᭅल पर ᳯरपोटᭅ कᳱ गई साइबर अपराध 

कᳱ घटनाᲐ को कानून के ᮧावधानᲂ के अनुसार आग ेकᳱ कारᭅवाई के िलए संबंिधत रा᭔य/कᱶ ᮤ शािसत ᮧदेश कानून ᮧवतᭅन 

एजᱶसी को ᭭वचािलत ᱨप से भेज ᳰदया जाता ह।ै िवᱫीय धोखाधड़ी कᳱ त᭜काल ᳯरपो᳻टग और धोखबेाजᲂ ᳇ारा िनिध कᳱ 

हेराफेरी को रोकने के िलए 'नागᳯरक िवᱫीय साइबर धोखाधड़ी ᳯरपो᳻टग और ᮧबंधन ᮧणाली' शुᱨ कᳱ गई है। 

xix. आई4सी मᱶ साइबर ᮨॉड िमᳯटगेशन सᱶटर (सीएफएमसी) कᳱ ᭭थापना कᳱ गई ह,ै जहां ᮧमुख बᱹकᲂ, िवᱫीय म᭟य᭭थᲂ, भुगतान 

एᮕीगेटसᭅ, दरूसंचार सेवा ᮧदाताᲐ, आईटी म᭟य᭭थᲂ के ᮧितिनिध और रा᭔यᲂ/कᱶ ᮤ शािसत ᮧदशेᲂ कᳱ कानून ᮧवतᭅन एजᱶसी के 



ᮧितिनिध साइबर अपराध से िनपटने के िलए त᭜काल कारᭅवाई और िनबाᭅध सहयोग के िलए िमलकर काम कर रह ेह।ᱹ िवᱫीय 

सं᭭थानᲂ को एक साथ लाकर, सीएफएमसी का उ᳎े᭫य िविभ᳖ िवᱫीय ᭃेᮢᲂ मᱶ धोखाधड़ी संबंधी िनिध के ᮧसार को रोककर 

साइबर िवᱫीय धोखाधड़ी का पता लगाना, रोकना और शमन करना ह।ै 

xx. गृह मंᮢ ालय ने जन जागᱨकता पैदा करने के िलए रा᳦ीय साइबर अपराध ᳯरपोटग पोटᭅल (https://cybercrime.gov.in) 

और टोल-ᮨᳱ ह᭨ेपलाइन नंबर 1930 का ᮧचार करने के िलए सभी रा᭔य/कᱶ ᮤ शािसत ᮧदेश सरकारᲂ को परामशᱮ िनदशे 

जारी ᳰकए है। 

xxi. दरूसंचार िवभाग ने दरूसंचार ᭃेᮢ के भीतर एक सुरᭃा घटना के िलए ᮧितᳰᮓया के ᮧदशᭅन, सम᭠वय और समथᭅन के िलए 

ᳰदनांक 03.08.2022 को दरूसंचार साइबर सुरᭃा घटना ᮧितᳰᮓया (टी-सीएसआईआरटी), ᭃेᮢीय कं᭡यूटर आपातकालीन 

ᮧितᳰᮓया दल (सीईआरटी) के िलए ᱨपरेखा जारी कᳱ। इसकᳱ समीᭃा कᳱ गई ह ैऔर ᳰदनांक 31.01.2023 को जारी ᳰकया 

गया ह।ै 

xxii. भारतीय ᳯरज़वᭅ बᱹक (आरबीआई) न े िविनयिमत सं᭭थाᲐ अथाᭅत (i) वािणि᭔यक बᱹकᲂ (ᭃेᮢीय ᮕामीण बᱹकᲂ सिहत) और 

अिखल भारतीय िवᱫीय सं᭭थाᲐ के िलए धोखाधड़ी जोिखम ᮧबंधन; (ii) सहकारी बᱹक (शहरी सहकारी बᱹक/रा᭔य सहकारी 

बᱹक/के᭠ᮤीय सहकारी बᱹक); और (iii) गैर-बᱹ᳴कग िवᱫ कंपिनयᲂ (आवास िवᱫ कंपिनयᲂ सिहत) को ᳰदनांक 15.07.2024 को 

ᮧारंिभक चेतावनी संकेतᲂ (ईड᭣᭨यूएस) पर ढांच ेको मजबूत करन ेके िलए, अ᭠य बातᲂ के साथ-साथ, गैर-केवाईसी अनुपालन 

और िनिध िनिहत खातᲂ आᳰद मᱶ लेनदेन/असामा᭠य गितिविधयᲂ कᳱ िनगरानी करने के िलए, अनिधकृत/धोखाधड़ी लेनदने को 

रोकने हतुे मा᭭टर िनदᱷश जारी ᳰकए ह।ᱹ 

xxiii. भारतीय ᳯरजवᭅ बᱹक ने आरबीआई कहता ह ैके मा᭟यम से जनता मᱶ जागᱨकता पैदा करन ेके िलए िडिजटल भुगतान लेन-देन 

के दौरान और िव᭄ापन (ᮧमुख ᳞िᲦयᲂ के मा᭟यम से) आᳰद के मा᭟यम से ᳰकए जाने वाले िविभ᳖ ᮧकार कᳱ धोखाधिड़यᲂ, 

तौर-तरीकᲂ और ᮧितउपायᲂ जैसे पहलᲐु पर जागᱨकता सामᮕी/उपयोगी सूचना जारी कᳱ ह।ै 

xxiv. भारतीय ᳯरजवᭅ बᱹक ने जनता को िशिᭃत करने के िलए सावᭅजिनक ᭃेᮢ मᱶ िवᱫीय धोखाधिड़यᲂ कᳱ कायᭅ-ᮧणाली पर 

पुि᭭तका बी(अ)वेयर जारी कᳱ ह।ै 

***** 

 

 


